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Spectre and Meltdown Vulnerabilities  
(January 11, 2018) 

 

 

Universal Switching Corporation is aware of the Spectre and Meltdown vulnerabilities impacting the 

confidentiality of data running on Intel, AMD and ARM processors. Our products use a variety of 

microprocessors, none of which are impacted by this vulnerability.  

 

• We do not use Intel or AMD processors in any of our products.  

• Our C710 and C820 series products do not have the mechanisms that are exploited by these 

vulnerabilities.  

• Our C3 series products use an ARM processor core that is not included on the list* of affected cores.  

 

Universal Switching Corporation takes great pride in offering products that are ideal for use in high security 

environments where transportation of classified data may be performed. Our customers may be confident 

in knowing that their data will remain secure during operation of our equipment and that there is no 

mechanism for recovering any data from the unit by any method once it has been removed the user 

application.  

 

If you have any additional questions or concerns regarding processor vulnerabilities, please contact our 

support team at the factory.  

 
Best Regards, 
Universal Switching Corporation 
 
J. Grodin 
Quality Manager 
support@uswi.com 
 
 
 
 
 
* As listed on https://developer.arm.com/support/security-update  

https://developer.arm.com/support/security-update

